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[bookmark: _Hlk123164550][bookmark: _Hlk127449260][bookmark: _Toc50584439][bookmark: _Toc50584783][bookmark: _Toc57673691][bookmark: _Toc122442334]* * * First Change * * * *
[bookmark: _Toc133484175][bookmark: _Toc146273297]9.8	SEALDD enabled rate control for VAL applicationsbandwidth control for different VAL users
[bookmark: _Toc133484176][bookmark: _Toc146273298]9.8.1	General
The following clauses specify procedures, information flows and APIs for SEALDD enabled ratebandwidth control transmission. 
NOTE:	In clause 9.8, the terms bandwidth control and data transmission rate control are interchangeable.
[bookmark: _Toc133484177][bookmark: _Toc146273299]9.8.2	Procedures
[bookmark: _Toc121130744][bookmark: _Toc133484183][bookmark: _Toc146273305][bookmark: _Hlk123208017]9.8.2.1	SEALDD enabled bandwidth control for different VAL users
The SEALDD layer can provide the differentiated data delivery service with different bandwidth experience for VAL users, where the VAL server can provide the bandwidth limit (i.e., minimum bandwidth requirement and maximum bandwidth limit) for VAL users. Figure 9.8.2.1-1 illustrates the procedure for bandwidth control for different VAL users.
Pre-conditions:
1.	The VAL server has discovered and selected the SEALDD server by CAPIF functions as specified in clause 9.4.2.
[bookmark: _Hlk123204358]2. The SEALDD server has subscribed to 5GC for QoS monitoring of the specific UE related to the VAL user, as defined in clause 5.2.6.9 in 3GPP TS 23.502 [6].
3. The SEALDD policy (i.e, the bandwidth control policy) has been configured in SEALDD server, as described in clause 9.10.


Figure 9.8.2.1-1: SEALDD enabled bandwidth control transmission procedure
1.	The VAL server sends a Sdd_regularTransmission request to the SEALDD server. The request includes the identifiers of the application traffic (e.g. VAL service ID, VAL server ID), the VAL server’s total bandwidth limit and the bandwidth limits (i.e. minimum bandwidth requirement and maximum bandwidth limit) for VAL users. 
2.	Upon receiving the request, the SEALDD server performs an authorization check. If authorization is successful, the SEALDD server sends a response to the VAL server.
3.	The VAL client sends a SEALDD service request to SEALDD client.
4.	The VAL/SEALDD client discover and select the proper SEALDD server for the VAL application. After this step, the VAL server is discovered and selected along with the associated SEALDD server, the SEALDD client can get the SEALDD server's address.
5.	The SEALDD client sends Sdd_RegularTransmissionConnection_Establish request to SEALDD server with the SEALDD client ID, the VAL user or UE identity.
6.	The SEALDD server performs bandwidth limit check according to the VAL user’s bandwidth limit, the current SEALDD traffic delivery status, the VAL server’s total bandwidth limit and/or the related UE’s current network status (i.e. via QoS monitoring report from the 5GC). If the available bandwidth (i.e. the remaining bandwidth that can be used for the VAL user without exceeding the VAL server’s total bandwidth limit) cannot meet the VAL user’s minimum bandwidth requirement, the SEALDD server will reject the SEALDD client’s connection establishment request.
7.	When the available bandwidth can meet the VAL user’s requirement, the SEALDD client can establish the SEALDD connection with the SEALDD server. The SEALDD server can calculate the suggested traffic transmission bandwidth to the SEALDD client according to the VAL user’s bandwidth limit and the related UE’s current network status (i.e. via QoS monitoring report or ECN marking for L4S report from the 5GC).
8.	If the bandwidth limit check is failed (i.e., the available bandwidth cannot meet the VAL user’s minimum bandwidth requirement) in step 6, the SEALDD server can send Sdd_RegularTransmissionConnection_Establish response with the failed result (i.e., reject the connection establishment) and the pending timer to trigger the re-connection from SEALDD client. If the bandwidth limit check is successful (i.e., the available bandwidth can meet the VAL user’s requirement) in step 6, the SEALDD server can send Sdd_RegularTransmissionConnection_Establish response with the successful result and/or the suggested traffic transmission bandwidth.
NOTE:	The SEALDD server can re-allocate the available bandwidth resource to different VAL users according to the configured bandwidth control policy, as described in clause 9.10.
If the connection establishment is rejected, the SEALDD client can re-establish SEALDD connection by performing steps 5-8, when the pending timer is expired.
For the uplink application traffic, the SEALDD client can buffer or drop some packets when the uplink traffic from VAL client exceeds the suggested traffic transmission bandwidth. Similarly, for the downlink application traffic, the SEALDD server can buffer or drop some packet when the downlink traffic from VAL server exceeds the suggested traffic transmission bandwidth.
9.8.2.2	SEALDD enabled congestion control for VAL applications
Based on the congestion information exposed by 5GS (i.e., by using ECN marking for L4S), the SEALDD server can perform the differentiated congestion control for multiple VAL applications, after receiving the L4S feedback from the SEALDD client. Figure 9.8.2.2-1 illustrates the procedure for SEALDD enabled congestion control for VAL applications.
Pre-conditions:
1.	The VAL server has discovered and selected the SEALDD server by CAPIF functions as specified in clause 9.4.2.


Figure 9.8.2.2-1: SEALDD enabled congestion control procedure
1-6. Same as clause 9.2.2.2 step 1 to step 7 with difference that in step 5 the SEALDD client includes also L4S feedback capability in Sdd_RegularTransmissionConnection_Establish request.
7.	If the L4S feedback capability is received in step 5, the SEALDD server can request 5GC to perform the ECN marking for L4S for the required VAL applications by utilizing the AF session with required QoS procedure in clause 4.15.6.6 of TS 23.502 [6].
8. Same as step 9 of clause 9.2.2.2.
9. For downlink traffic, if ECN marking is identified, the L4S feedback is performed in transport layer.
10. After receiving the L4S feedback in step 9, the SEALDD server may perform the congestion mitigation. For the same UE, the SEALDD server can determine differentiated congestion control/rate control for multiple VAL applications based on internal policy considering the received QoS requirements of different VAL applications identified by VAL service ID in step 1. 
11. [Optional] The SEALDD server sends Sdd_connection status notification to VAL server with the calculated congestion level for the VAL service. 
NOTE 1: 	According to the congestion level provided by SEALDD server, the VAL server supporting media can adjust the encoding scheme, and rendering scheme, etc.
NOTE 2: 	Step 11 is performed if the SEALDD server cannot mitigate the congestion by itself. 

* * * Next Change * * * *
[bookmark: _Toc146273190][bookmark: _Toc133484068][bookmark: _Toc117364428]9.2.3.3	SEALDD regular transmission connection establishment request
Table 9.2.3.3-1 describes the information flow from the SEALDD client to the SEALDD server or from the SEALDD server to the SEALDD client for requesting the regular SEALDD connection establishment.
Table 9.2.3.3-1: SEALDD regular transmission connection establishment request
	Information element
	Status
	Description

	Requestor ID
	M
	Identity of the requestor (SEALDD client or SEALDD server).

	SEALDD flow ID
	M
(See NOTE 1)
	Identity of the SEALDD flow.

	VAL server ID
	O
	Identity of the VAL server, applicable for SEALDD client side initiated request.

	VAL service ID
	O
	Identity of the VAL service

	Selected VAL server endpoint
	M
	Endpoint of the selected VAL server

	SEALDD traffic descriptor
	O
	SEALDD traffic descriptor (e.g. address, port, URL, transport layer protocol) of the SEALDD client side (for client side initiated request) or the SEALDD server side (for server side initiated request) used to establish SEALDD connection.

	VAL UE/user identity
	O
	The VAL user ID of the VAL user or VAL UE ID.

	SEALDD communication lifetime
	O
	Identifies the DD communication lifetime, applicable for SEALDD server side initiated request.

	L4S feedback capability
	O
(See NOTE 2)
	Identifies the L4S feedback capability (i.e. ECN identification, L4S feedback) for client side initiated request

	NOTE 1:	The SEALDD flow ID is used by the SEALDD client and SEALDD server to identify different application traffic, and it is mapped to the identifiers of the application traffic and data transmission session.
NOTE 2:	This IE is used for the SEALDD enabled congestion control for VAL applications, as specified in clause 9.8.2.2.



* * * Next Change * * * *
[bookmark: _Toc133484072][bookmark: _Toc146273194]9.2.3.7	SEALDD connection status subscription request
Table 9.2.3.7-1 describes the information flow from the VAL server to SEALDD server to subscribe to SEALDD connection status information.
Table 9.2.3.7-1: SEALDD connection status subscription request
	Information element
	Status
	Description

	VAL server ID
	M
	Identity of the VAL server

	Event ID list
	M
	Identifies a list of events such as establishment, release, congestion report.

	VAL service ID
	O
	Identity of the VAL service

	Identity
	O
	Identifier of VAL UE or VAL user.

	SEALDD-S Data transmission connection information
	M
	Address/port of the VAL server to send/receive the application packets to/from the SEALDD server.



* * * Next Change * * * *
[bookmark: _Toc133484074][bookmark: _Toc146273196]9.2.3.9	SEALDD connection status notification
Table 9.2.3.9-1 describes the information flow from the SEALDD server to the VAL server to notify SEALDD connection status.
Table 9.2.3.9-1: SEALDD connection status notification
	Information element
	Status
	Description

	Event ID
	M
	Identifies event such as establishment, release, congestion report.

	Identity
	M
	Identifier of VAL UE or VAL user.

	SEALDD connection establishment data
	O
	Data related to SEALDD connection establishment.

	> SEALDD-S Data transmission connection information
	M
	Address/port of the SEALDD server to send/receive the application packets to/from the VAL server.

	> SEALDD communication lifetime
	O
	Identifies the DD communication lifetime.

	Congestion level
	O
(See NOTE)
	The congestion level of the VAL service

	NOTE:		This IE is used for the congestion report event.
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